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DS-K260X series Access Controller V2.0.2_Build171107

Release Notes (2017-12-02)

Device Model:

Firmware Version:

V2.0.2_Build171107

DS-K2601/DS-K2602/

SDK Version:

V5.3.1.35_build20170911

DS-K2604

Client version

V2.6.5.6 build20171016

Reason of Upgrade

Added or modified functions, enhance products quality and meet customers’ requirements.

Note

IMPORTANT! When upgrading BS-K260X series access controller from V1.1.1 to V2.0.2, the controller buzzer will

keep sounding for approximately S minutes after restart, please do not power off and let it finish the upgrade

process. If you reboot the device while buzzing, please do initialization via the onboard jumper.

Main Features

i Mifare M1 Card Encryption

A private encryption method that provides higher protection against card coping by writing specific

information on its sectors:

1. Cardreaders and card enrollment station should be in the following version:

Device

Model

Firmware

Card Reader

DS-K1101/2/3/4/7/8 series Ve.0.1_171107

Card Enrollment Station

DS-K1F100-D8E/DS-K1F180-D8E | V2.1.0_171017

Note: the required firmware can be found on EU download portal following this link
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http://www.hikvisioneurope.com/portal/?dir=portal/Product%20Firmware/Access%20control%20%26%20Video%20Intercom/Access%20Control

M1 Card Encryption needs to be enabled in Add person->Add Card->Set Card Enrolment Station. The supported

Hikvision M1 card, model IC S50 is made up of 16 sectors (S

no more than 16

Person No.: 4

Person Name:
Add Card

ector 0 - Sector 15), so the Select Sector should be

Device Management

itPerson [ ExportPerson Get Person Add Person in

Index Card No. Card Type

Phone Mo Card Smart Carg
- j i i > Quantity
Date of Birth: 2017-12-1] Card Type~ MWormal Card Card Enroliment Station
Cagafassword Password
Place of Birth: Typgd™ DS-K1F100-D3E v
- i iod: -12- L =12 ,'.’

Email Effective Period: From  2017-12-11 = To 2027-12-11 Aonneciontode:  USB

Access Control. ¢ Timeoul after: 500 ms

i Card Reader Mude.p Card Enrollme...  Set Card Enrollment Station Buzzing: 2 Yes No

i’} Details 4% Permission

Manually Input Card No. Type: Normal -

gty L1 Card Encryption.__Enable}
Index Card No Select Sector: Selected 0/0 I Mudlﬁ l
Al T R
0K Range: 1 to 100. ‘

Card Class q

Restore Default Value Save

0K Cancel
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2. For Card No. Type, options are Normal and Wiegand. In M1 Card Encryption mode only Normal type

should be used which means that 10-digit card No. is displayed in iVMS-4200 client. In this mode the

card readers should be connected via RS- 485;

Card Enrollment Station x

Type: DS-K1F100-D8 L2
Connection Mode:  USB
Timeout after: 500 ms

Buzzing:
Card Mo. Type:

M1 Card Encryption:

Select Sector:

Save

Restore Default Value

European Technical Center

Add Card x

Card Smart Card

Card Type: Normal Card b
Card Password: ~ Password
Effective Period:  From  2017-12-05 B To 2027-12-05 e

Access Co

. Stop Reading
Card Enroll...  Set Card Enroliment Station

Card Reader M...
Manually In... Enter
Index Card Mo. Card Type Card Class Card Effec
1 2757404485 Normal Card  Card 2017-12-0




HIKVISION

3. Enable M1 Card Encryption and set Sector ID on the access controller in device management;

mm Control Panel Access Control m,-:, Status Monitor . Alarm Event f=x Device Management

Device for Management (1)

Add I Mo dify Delete | £ Remote Configuration % QR Code Activate B3 Device Status
E‘ Device Type | Nickname nectio... | Network Paramet... | Device Serial No. Security
o Access Co... access controller  TCP/IP .149:8000 DS-K260420171107V020002EN527274650 Weak
£33 Basic Information T
. &) Network Settings -
E o) a d SectorID: 1
Save
Notice:

- For higher security, customers should enable encryption on all card sectors except the one
that is used for Based on Card Cross-Controller Anti-Pass Back function (See below);
- M1 Card Encryption is only supported for readers with RS485 wiring;

. Open Door with First Card

(1) First Card Authorization - if enabled the door will allow access to valid users only after a
card/user added to First Cards List has authorized on the reader.

To enable this function for an access control point select First Card Authorization option from the
drop down menu in the First Card Mode.

Swiping the First Card will enter First Card Authentication mode and all valid users will be able to
access the door, swiping it again will exit First Card Authentication mode and only Super
Card/Duress Card and Remote Open and pressing Exit Button can open the door.

Naotice: The first card authorization is effective only on the current day. The authorization will expire

after 24:00 on the current day.

:: Control Panel Acc E,} Status Monitor = Device Management - Event Management

[E] Access Control Par... IS Card Reader Authe.. | Multiple Authe . BS Open Doorwith F- .| 5B Anti-passi.. =5 Cross-Controller Anti-pass... [

Controller List Door Open by First Card Parameters
E‘ Search... £ | Access Control Point First Card Mode Remain Open Duration (mins)
(]
_ Doorl [First Card Authorization v] 10
Door? Disable Remain Open with Fi... | qp
9 Door3 I First Card Authorization 1D
Doord Disable Remain Openwith ... | ~ 10
Qﬂ'
First Card List
. Add X Delete
Ve -
Card No. Person Name Effective Date Expiry Date
E 3508498155 Ciel 2017-12-04 15:12:24 2027-12-04 15:12:24
8]
o
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Alarm Event

EY #= LockDoor

In... | Alarm Time | Alarm Source

22 2017-12-.
21 2017-12-..
20 2017-12-..
19 2017-12-.
18 2017-12-..
17 2017-12-..
16 2017-12-..
15 2017-12-..
14 2017-12-..
13 2017-12-.
12 2017-12-..
11 2017-12-..
10 2017-12-..
g 2017-12-...
8 2017-12-...
7 2017-12-...
6 2017-12-...
5 2017-12-...
4 2017-12-.
k- 2017-12-...
2 2017-12-...
1 2017-12-...

(2) Remain Open with First Card - the doar will remain open for the configured time duration after a

Access Control Deviceiaccess
Access Control Device:access
Access Control Device:access
Access Control Deviceiaccess
Access Control Device:access
Access Control Device:access
Access Control Deviceiaccess
Access Control Device:access
Access Control Device:access
Access Control Deviceiaccess
Access Control Device:access
Access Control Device:access
Access Control Deviceiaccess
Access Control Devicetaccess
Access Control Device:access
Access Control Deviceiaccess
Access Control Device:access
Access Control Device:access
Access Control Deviceiaccess
Access Control Devicetaccess
Access Control Device:access

Access Control Deviceiaccess

contraller Doorl
controller Doarl
controller Doorl
contraller Doorl
controller Doarl
controller Doorl
contraller Doorl
controller Doarl
controller Doorl
contraller Doorl
controller Doarl
controller Doorl
contraller Entrance Card Readerl
controller Doarl
controller Doorl
contraller Entrance Card Readerl
controller Doarl
controller Doorl
contraller Doorl
controller Entrance Card Readerl
controller Doorl

contraller Doorl

card/user in First Card List is swiped.

m=
mm Control Panel

D Access Control Par. To Card Reader Authe..

Controller List

Search...

Alarm Details

Doorl

Doorl

Doorl

Doorl

Doorl

Doorl

Doorl

Doorl

Doorl

Doorl

Doorl

Doorl

Entrance Card Readerl
Doorl

Doorl

Entrance Card Readerl
Doorl

Doorl

Doorl

Entrance Card Readerl
Doorl

Doorl

i  Device Management

|5 Multiple Authe... B3 Open Door with F

Door Open by First Card Parameters

£ | Access Control Point

5 DEe—
Doorl

Door2

Door3

Doord

First Card Mode

=5 Anti-passi... $ Cross-Controller Anti-pass... [ﬂ Multi-door Int.

iVMS-4200

Alarm Content
Lock Door

Exit Button Released

Unlock Door
Exit Button Pressed

Lock Door

Unlock Door

Remately Open Door

First Card open without authorize

Lock Door

[First Card open Witlmlut autl‘varizel

Unlock Door

Visitor Card

Lock Door

Unlock Door

[Nurma\ Card Authentication Passed l

Lock Door

Unlock Door

First Card Autharize Begin

Visitor Card

First Card open without authorize

First Card open without authorize

Remain Open Duration (mins)

Eem Open with First Card]

Disable Remain Openwith ... |~ 10

]

1" Authentication P

iThe remain open duration of the first card is from 1 to 1440 minutes §

Disable Remain Openwith ... |~ 10

Disable Remain Openwith ... |~ 10

First Card List

(3) Disable Remaining Open with First Card: Disable the function.
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Custom Wiegand:

Up to 5 Custom Wiegand protocols can be created for 3 party readers compatibility;

1.

2.

Parameters:

2 .
£ Device Management

P, status Monitor

[ Access Control Par... [, CardReaderAuthe... [ Multiple Authe.. =5 Open Doorwith F... =F Anti-passi.. = Cross-Controller Anti-pass... [ Multi-doorint.. IW| AuthenticationP... #]Relay.. L Custom . % Blac.
Custom Wiegand List Details E save
T .- Wieganarest
Custom Wiegand 2 Select Device I Seled Devic ]
Custom Wiegand 3
Custom Wieqand 4 Selected Access Controllers (01) Deiete T Clear
Custom Wiegand 5 access controller
Parity Mode: None v
Lot Lenatioin: a0 1
Output Transformation Rule:
Manufacturer Code OEM CardID Site Code
SatBit  Length  Decimal \ | StarBit  Length tarl Bt  Llength  Decimal.. StrtBt  Length  Decimal
2 9 2 11 10 2 21 10 2 31 9 2

Set Output Transformation Rules

Selectable Rules:

Card ID
Manufacturer Code

Site Code

OEM

Selected Rules:

Manufacturer Code 1
OEM

»
Card ID

Site Code S

(1) Total Length(bit). the length of binary data which the card reader send to the controller;
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(2) Qutput Transformation Rule: Card No. consists of several different parts, such as Manufacturer

(3]

Code, OEM, Site Code and Card ID. Each part is converted independently into decimal number, and

then combined together in sequence to get the card No.

Decimal Digit:

Example: the length of Card IDis 10 and we set Decimal Digit 2:
If the Card IDis 1111111111 in binary, which means it is 1023 in decimal, so the effective datais

23;

If the Card IDis 0000011111 in binary, which means itis 31 in decimal, so the effective data is 31;

If the Card 1D is 0000000001 in binary, which means it is Lin decimal, sa the effective datais 01;

Parity Mode: 0dd-Even Parity, XOR Parity and None

(1)

=

2% Control Panel B A i)

[ Multiple Authe... =5 Open Doorwith F... =5 Anti-passi.. 35 Cross-Controller Anti-pass.

0dd-Even Parity:

[ Access Control Par... [, Card Reader Authe.

Custom Wiegand List Details

Custom Wiegand 2 Select Device:
Custom Wiegand 3
Custom Wiegand 4

Custom Wiegand 5

Parity Mode:

Total Length(bit)y

Status Monitor

=
&  Device Management

WiegandTestt

Select Device
Selected Access Controllers (011)

access controller

IDdd-Even Parity I

2 Hulti-door Int.

ity Stan B T ~Teng 70
Even Parity Start Bit 11 Length 20
Output Transformation Rule: SetRule

European Technical Center

Manufacturer Code
Start Bit
2 9 2

Length

Decimal .

CardID

StartBit  Length Decimal ...  StanBit  Length Decimal ..

" 10 2 21 10 2

1 Authentication P.

i Retay... L custom .. |, Blac)
= save
Delete i1 Clear
Site Code
StatBt  Length  Decimal.
31 9 2



(2) XOR Parity

mm  Control Panel

B} Access control I, status monitor = Device Management

[E] Access Control Par.

Custom Wiegand List

Details

oy I -
0

Custom Wiegan
Custom Wiegan

O .

Custom Wiegan

d 2
d 3
d 4
d 5

Select Device Select Device
Selected Access Controllers (0/1)

access controller

Parity Mode: XOR Parity

[ CardReader Authe_ . |3 Mulliple Authe... S Open Doorwith F. 5 Anti-passi_. &5 Cross-Controller Anti-pass... [[8 Mult-doorInt.. Il Authentication P... #E]Relay . [ Custom . | % Blac

H save

Delete I Clear

Total Length(bit) 40
OR Parity Start Bit: 6 | Length Per Group
Output Transformation Rule: SetRule

Manufacturer Code

StartBit  Length Decimal ... | Start Bit

2 9 2 n

Length Per Group: the length of XOR cipher;

CardID Site Code
Length Decimal .. |StartBit  Length Decimal
10 2 3 9 2

Total Length: the length of validated data, which does not include the length of XOR parity;

Notice:

HIKVISION

Total Length (bit) = [(XOR Parity Start Bit] - 1] + (Total Length) + (non- validated data) + (length of

XOR cipher];

Total Length = (Integer A] * (Length per Group), the length of validated data;
(Total Length (bit) - [XOR Parity Start Bit) + 1 - (Total Length) > (Length Per Group).

Notice: not supported Custom Wiegand 26/34

European Technical Center



HIKVISION

iv. Cross-Controller Anti-Pass Back

Innovative function that allows the controllers to communicate between each other on the LAN in Based
on Network mode or via the logs in the user cards in Based on Card mode in order to detect anti-pass back

violation without relying on unstable PC server or expensive master controller (control panel).

Both Based on Card and Based on Network modes supports Route Anti-passing Back and Entrance/Exit

Anti-passing Back;

1. Based on Card Cross-Controller Anti-passing Back — APB violation is judged according to the logs

written on the card by the last controller. Only M1 Mifare cards are supported.

(1) Route Anti-passing Back - users have to pass through a predefined route of doors:

= =
mm Control Panel n Access Control &= Device Management

|E| Access Control Par... E Card Reader Authe... ﬂ Multiple Authe... =5 Open Doorwith F... $ Anti-passi... ﬂﬁ Cross-Controller Anti-pass... |E Multi-door Int... Il Authentical

Set Cross-Controller Anti-passing Back

% + Enable Cross-Controller Anti-passing Back

[Mode: |Based on Cara 1 |-
v
o Access Controll... Select Access Controller
b Selected Access Controllers (2/2)
access contraller 1 access controller 2
S'@w
E\ Card Reader: Mote1: Click the icon on the left of the card reader's name o select the first card
Note2: ARer sUccesstully atthenticating on the first card reader, you can authenficate on any card reader afterward in the card reader afterward list.
m Card Reader Card Reader Afterward Enable Anti-passing Back
Dccess controller 1_Entrance Card Reader7 access controller 2_Entrance Card Readert =
access controller 1_Exit Card Reader8 access controller 1_Entrance Card Reader? |
access controller 2_Entrance Card Readerl access controller 2_Entrance Card Reader3 4
access controller 2_Exit Card Reader2 access controller 1_FExit Card Readerd 7
access controller 2_Entrance Card Reader3 access controller 2_Exit Card Readerd |
access controller 2_Exit Card Readerd =

Notice : For Based on Card Cross-Controller Anti-passing Back:
al  Supported for readers connected via RS-485;

b)  Please hold the card for 1 second when swiping;

c) On an access control point with a reader included in Anti-passing Back, Multiple

Authentication function cannot be enabled;
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(2) Entrance/Exit Anti-passing Back — users can enter and exit every door included in the APB without

any predefined route:

L ~ = 5y
mm Control Panel ! Control &= Device Management

|E| Access Control Par... Ee', Card Reader Authe... ﬂ Multiple Authe . == Open Doorwith ... 57 Anti-passi... Cross-Controller Anti-pass...

Set Cross-Controller Anti-passing Back

% ~* Enable Cross-Controller Anti-passing Back

Moce: v

9 Rule: [Entrance/Exit Anfi-passing Bk | v
Sector [D: 2
o Access Controll.... Select Access Controller

Selected Access Controllers (2/2)

access controller 1 access controller 2

Card Reader:

Card Reader Enable Anti-passing Back
m access controller 1_Entrance Card Reader7 = :

access controller 1_Exit Card Reader8 |/

access controller 2_Entrance Card Readerl -/

access controller 2_Exit Card Reader2 =

access controller 2_Entrance Card Reader3 -/

access controller 2_Exit Card Readerd

2. Based on Network Cross-Controller Anti-passing Back - a controller is selected as a server that judge
the APB violation and rest of the controller are connected to it. All types of cards and readers methods
are supported.

(1] Route Anti-passing Back - users have to pass through a predefined route of doors:

= =
mm Conirol Panel Al == Device Management

[E| Access Control Par._. [l Card Reader Authe_. [ Multiple Authe. =5 Open Doorwith F._. 5 Anti-passi_. 35 Cross-Confroller Anti-pass... | [[@ Multi-doorint. Il Authenticatior

Set Cross-Controller Anti-passing Back

% +/ Enable Cross-Controller Anti-passing Back

Mode: fBased on Network 13
9 Rule: Route Anti-passing Back] ~

Server: | | ~ Delete Record
Access Controll. Select Access Controller
ﬁﬂ

Selected Access Controllers (2/2)

access controller 1 access contraller 2

=

Card Reader: Nolel: CI

NoteZ"After e y card reader afterward in the card reader afterward list
o) Card Reader Card Reader Afterward Enable Anti-passing Back

cess coftroller 1 Entrance Card Reader7 access controller 2_Entrance Card Reader1

access coftroller 1_Exit Card Reader8 access controller 1_Entrance Card Reader?

access coftroller 2_Entrance Card Readerl access controller 2_Entrance Card Reader3

access col }roHer 2_Exit Card Reader2 access controller 1_Exit Card Readers

access coftroller 2_Entrance Card Reader3 access controller 2_Exit Card Reader4

access cofftroller 2_Exit Card Readerd access controller 2_Exit Card Reader2

The icon means this card reader is the First Card Reader;

8
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(2] Entrance/Exit Anti-passing Back - users can enter and exit every door included in the APB

without any predefined route:

. - | i
mm Control Panel H Ac Control %=+ Device Management

|E| Access Control Par... Eé. Card Reader Authe... Q Multiple Authe. . =5 Open Doorwith F.. 55 Anti-passi... % Cross-Controller Anti-pass..

Set Cross-Controller Anti-passing Back

?0 ~/ Enable Cross-Controller Anti-passing Back

nﬂode: ‘Based on Network] ~

l!ule' 'Entrance/Exit Anti-passing Hac1 o

9 Bér\fer: i

Access Controll_.. Select Access Controller

I< access controller 1 | v Delete Record

Selected Access Controllers (2/2)

access controller 1 access controller 2

E' Card Reader:

Card Reader Enable Anti-passing Back
ﬁ access controller 1_Exit Card Readerf

access controller 1_Entrance Card Reader? !

access controller 1_Exit Card Reader8 !

access controller 2_Entrance Card Readerl !

access controller 2_Exit Card Reader2 J

access controller 2_Entrance Card Reader3 !

access controller 2 Exit Card Readerd

Notice:

1. Cross-Caontroller Anti-passing Back supports 64 DS-K260X series access controllers at most
( baseline iVMS-4200 client can manage up to 16 devices and 64 access control paints ], and up
to 128 card readers;

2. For Route Anti-passing Back, the number of Card Reader Afterward should be less than 16;

3. For Based on Network Cross-Controller Anti-passing Back, the server can store 5000 anti-passing
records.

4. Delete Record option is used to reset manually user/card APB status.
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i. DS-K260X series access controller can store up to 97,000 Normal Card, 3,000 Visitor Card
where the Max. Card Swiping Times can be limited in the range of 1 - 255 and 0 means
swiping times are unlimited;

Person Mo.:

Person Mame

Gender.

Phone MNo.:

Date of Birth:

Place of Birth:

Email

(5 Details 2, pémissi

¥ Add

Index

mm
]

&

Control Panel

In'...

46 2017-12-...
45 2017-12-...
44 2017-12-..
43 2017-12-...
42 2017-12-...
41 2017-12-...
40 2017-12-...

Add Person

Add Card

® Male Female
| Card Smart Card
ard Type: Visitor Card [ >
2017-12-04
Fax. Card Swipin... |4 | ]
Card Password: Password
Effective Period: From  2017-12-04 B To 2027-12-04 E
® Access Contr... v
mission Card Face Picture ) fead
Card Reader Mode: Card Enrollm...  Set Card Enrollment Station
Modify Delete Link Fing... Manually Input Enter
Card Mo. Card Type Carg
Index Card Mo. Card Type Card Class Card Effeq

B

Alarm Time | Alarm Source
Access Control Device:racces...
Access Control Deviceracces...
Access Control Deviceiacces...
Access Control Device:acces...
Access Control Device:racces...
Access Control Deviceracces...

Access Control Deviceiacces...

ss Control

L5 B "= NoPermission for Normal Card

Alarm Details

Entrance Card Readerl
Doorl

Doorl

Entrance Card Readerl
Doorl

Doorl

Entrance Card Readerl

Event Management

. Aarm Event

Alarm Content

r No Permission for Normal Card 1

Lock Door
Unlock Door
Lock Door
Unlock Door

Visitor Card

ii. Supports up to S00 Authentication Passwords that cannot be the repeated or the same as
Super Password/Dismiss Code/Duress Code;

iii.
same time;
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For one access controller, Anti-passing Back and Multi-door Interlocking can exist at the

Multiple Authentication: supported up to 20 Authentication Groups;



V.

In Event Management -> Event Card Linkage interface is added Disable button that can

disable Controller/Card Reader buzzing or disarm zones on event occurrence.

@@ EventManagement B/

Alarm Event Management

"™ CameraBvent Ms Alarminput (T2 Exception B8 ZoneEvent [E| Access Control Event

0% Access Control Alarm Input B Event Card Linkage |2 Cross-Device Linkage Pyronix Control Panel Event

1. Host Buzzer time: 20S by default;

Event Card Linkage Linkage Details Add Delete H save
Search
9 Event Source
41
Linkage Target
HostBuzzer Enanle @) Capture  Disable Enable
Card Reader Buzzing Alarm Qutput Zone
Name Enable Disable “ | Name Enable Disable  Name rm "Disarm |
0 U ‘ ‘
Exit Card Reader2 Lo Alarm Output 1 [ @) Zonel «Q© U
Entrance Card Reader3 o5 Alarm Output 2 Zone2 L o)
Access Control Point
Name Open Close Remain Open Remain Closed | o
Doorl Disable Enable Disable Enable Disable Enable Disable Enable ‘ ‘
Door2 Disable Enabple Disable Enable Disable Enable Disable Enable

2. Card Reader Buzzing: Buzzing Time 0 - 5999 (0 means buzzing all the time]);

R CaraReadersume  (§ Munple sutre . 3 Open Doorwn £ 7F Anthpassi 78 Cross Controle At

CarsReader rtormanon
o Basic mtomaton

Entrance Carg Reagert

Enabis.

OKLED Polsety. Anods

Enor LED Polety

Porty

ot Cara Swing Fal

Enadle Tamearing Dewcson

Detect Whan Card Readee 15 Ofioe

:

i Typa

(Cand Roader Descrigfon:  DS-K1102MMKM-A bUlcZ0 160229
Fingerprnt

Fingerpret Recognfion Levet. Low

B

Status Monitor @@ EventManagement Alarm Event

Contraller List
Search

= [l access controller

9 “H Entrance Card Readerl
“F Exit Card Reader2
ﬂ." + Wl Doorz
+ Door3
+ Doord

European Technical Center

[, card Reader Authe..

H Multiple Authe_. =5 Open Doorwith F_. 5 Anti-passi_ $ Cross-Controller A
Door Information
Door Magnetic. Remain Closed 4
Exit Button Type: Remain Opan O

Door Locked Time

o
w

Door Open Duration by Card for DisabledP... 15 L
Door Open Timeout Alarm: 30 s
Enable Locking Door when Door Closed: Yes 4
Duress Code:
Super Password.
[ Dismiss Code: 123123 I

11
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vi. Supports entering domain name (64 byte) for E-home and NTP;

Device o Mansgement (1)

| #0 zwan xoum B

Access Co... access contraller  TCHAP

cose oo Stans
Device Serial No, Security NetStus R
10521398000 W\ 05 K204 201 T1107VOX0002ENS27274630 Wesk

Remote Configuration

NTPPot 123

Syncienal 60 Mrute(s)
Eaable 05T

St Time:

EnaTime

DST B

oo

Device for Management (2)

| #s00 ciwan % oame B3 Device Status

F Remote Coniguration ] i QR coce

Connectio... | Network Pardigeters

TCRP

Device Type | Nickname Device Serial Ne. Security

DS-K260420171107V020002ENS27274650

Wesk.

Access Co.. access controller

 -mate Connguration

@ System Configuring the Network Center Parameters
- Network |
@ General MNotify Surveillance Center: | Main MIC - Net Center1 |~

& Wireless Center Configuration

Eerver Domain Hame:  www.ehome cn

Port 7861

Protacol Type. | ehome v

UserName: DSK2604

& Advanced Settings
+ G Alarm
+ @ Other

+ & Operation

Save Cancel

+ @ seatus

vii. Remote Event: supports getting access control records from the device event buffer

=
mm Control Panel

Status Monitor

@@ EventManagement L,

=
Alarm Event = Device Management

% Access Confrol Event| CallLog UnlockingLog  Notice
Event Source Local Event
% [Devme access controller | | Event Type: a1 ~
Card Holder Name: Card No. v
Search
w Start Time 2017-12-04 00:00:00 ﬁ End Time:  2017-12-04 23:59:59 ﬁ
With Alarm Picture
i
Lol scachResut K Export
Serial...| Event Type Card Holder Card Type Card No. Event Time Event Source | Capture Direct...| MAC Address Card ...| Card Reader T... |~
1 Remote: Disarming 2017-12-04 20:21:52 access control...
2 Remotely Real-Time Disar... 2017-12-04 20:21:52 access control...
E; 3 Device Tampering Alarm 2017-12-04 19:43:34 access control..
4 Device Tampering Alarm ... 2017-12-04 19:43:16 access control...
m 5 Abnormally Open Door 2017-12-04 19:30:29 Door2
6 Close Door 2017-12-04 19:30:29 Door2
7 Remote: Arming 2017-12-04 19:24:57 access cantrol...
8 Remote: Login 2017-12-04 19:24:54 access control...
9 Low Battery Voltage 2017-12-04 18:24:12 access control...

HIKVISION

viii. Auto-synchronize Access Control Events: You can set the time so that the system will get

the access control events which are not uploaded to the client from the access control

device and save them to the client's database.

As Tk

System Configuration x

Selecting Modules

ShowingHiding modules @ General

'_J‘ Image
TH File
A3 Toolbar

n Alarm Sound

" Email

Storage Schedule
Configuring the storage sche
related parameters

% Video Intercom

System Configuration

Configuring general parameters.

9 Live View and Playback

Configuring Access Control Parameters.

[ug Auto-synchronize Access Control ... 00:00:00 = ]

ix. DS-K260X series access controller supports DS-K1201 series fingerprint card reader;

European Technical Center
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X. Check device arming status on client;

Device for Management (1)

= Add Modify 3 Delete | £ Remote Configuration 2% OR Code Activate | B Device Status

Device Type Nickname Connectio... | Network Parameters P Pevice Serial No.

access controller TCP/IP 10.5.2.149:3000

Device Status

Access Controller

Device: access controller

Door Status Index IP Arming Type
Host Status 1 10.5.2.120
Card Reader Status 2 10.5.2.120 [Real-Tfme Arm

Alarm Input Status
Alarm Output Status
Event Sensor Status

Online

DS-K260420171107V020

HIKVISION

xi. Support IP Conflict Detection Alarm: once in conflict, DS-K260X series access controller

will beep like “Bi --- Bi --- Bi --- Bi-Bi “, three minutes again;

13
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Customer Impact and Recommended Action

This new firmware upgrade is to improve product performance, and will
take effect automatically after upgrading from previous versions. We'd
like to inform you for the above changes. Also, we are sorry for any

possible inconvenience of use-habit changes caused by this action.

For questions or concerns, please contact our local technical support
team.

Note:

- Hikvision has all rights to alter, modify and cancel this notice.

- Hikvision doesn't give any guarantee for old models’ stock.

- Hikvision is not liable for any typing or printing errors.

- For special model's change details, please contact our local technical support team.

Hikvision Digital Technology CO., Ltd.

No. 555 @ianmo Road, Binjiang District, Hangzhou
310052, China

Tel: +86-571-8807-5998

FAX: +86-571-8993-5635
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